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B Full Disclaimer

This presentation reflects the direction Infor may take with regard to the products or
services described herein, all of which is subject to change without notice. This

presentation is not a commitment to you in any way and you should not rely on any
content herein in making any decision.

Infor is not committing to develop or deliver any specified enhancement, upgrade,
product, service or functionality, even if such is described herein. Many factors can
affect Infor’s product development plans and the nature, content and timing of future
poroduct releases, all of which remain in the sole discretion of Infor. This presentation,
in whole or in part, may not be incorporated into any agreement. Infor expressly
disclaims any liability with respect to this presentation.






B GDPR Introduction

A On April 27, 2016, the EU data protection regime (i.e., the European Parliament, the Council of
the European Union, and the European Commission) expanded the scope of EU data
protection law by adopting the General Data Protection Regulation (GDPR).

A

A The GDPR is a law designed to strengthen and unify data protection for all individuals in the
European Union (EU). It places obligations on both Data Controllers and Data Processors.

A

A The GDPR takes effect on May 25, 2018, and will supersede the existing data protection
legislation (EU Directive 95/46/EC).



http://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=OJ:L:2016:119:FULL&from=SV
http://ec.europa.eu/justice/policies/privacy/docs/95-46-ce/dir1995-46_part1_en.pdf

Statement for M3 regarding GDPR

AThe GDPR is a big law, and our overall product evaluation is a major
undertaking. The continuing goal is to minimize the impact to our
Customers while meeting our own requirements as both a Data Controller
and a Data Processor.

Alnfor is currently evaluating M3, which may include embedding new feature
capabillities or functionality to assist Customers in complying with the
GDPR. Below is a summary of the direction M3 Is heading in 2018.
Product updates will be made available for version M3 13.3, M3 13.4 and
cloud suites.



= Chapters and articles that might impact M3

Chapter

Article

Chapter 1 General principles

Article 4 - Definitions

Chapter 2 - Principles

Article 7 - Consent

Chapter 3 — Right of the Data Subject

Article 15 — Right of Access

Article 16 — Right to Rectification

Article 17 — Right to erasure (right to be forgotten’)
Article 18 — Right to object processing

Article 19 — Notification

Article 20 — Data portability

Chapter 4 — Data controllers and processors

Article 25 - Data protection by design and by default
Article 32 - Security of personal data




B Selected definitions

Definitions

Descriptions

In M3

Data subject

|dentified or identifiable natural
person

User

A Incl all roles a user can have in M3
Customer

A If the customer is a private person B2C
Supplier

A If the supplier is a private person
Contact person at supplier or customer

Personal data

Any information related to a data
subject, in particular name, number,
location data, on-line identifier. Also
physical, physiological, genetic,
mental, economic, cultural or social
identity

Any data of "peronal” character
connected to the subjects above




% Overview of the Tool

Data-

& Subject

1 1

Request access (article 15)

Security of personal data i Encrypted
databases, firewalls, user management
(Article 32)

Rectification (article 16), Erasure / Anonymization (article 17), Restrict processing (article 18)

AMS————

‘ Data-

d

<

-IControIIer

A

Define data-
subject and
related private

data

Documentation over data

(article 12 & 13)

subjects, data and processes

Notificatio

(article 19)
Search for

Data portabilit
(article 20)

private data

Restrict
processing or

Rectification or
Erasure /
Anonymizatiog

Notification
(article 19)

Data protection by design i
field security
(article 25)

Security of personal data i
access controll by role, audit log
(article 32)







B Upload of fixed assets

Initial load of fixed assets from other system

Fixed assets

Upload of
basic data
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B Reconciliation of bank statements

FIRST BANK
TCROKE
ARDH ERANCH
H. STATE 00000-0000
SERVICE 1 [, 22800
ACCOU
JOHN Q. CUSTOM 1134347
L334 MATN STREET TEMENT PERIID
ANYTOWN, STATE 000000000 £1-1000 TO 142000 /\ ¥/
THANK YOU FOR BANKING WITH THIFIRET |
SUMMARY OF YOUR ACCOUNTS
CHECHING SAVING v
BECIVNTHG BALANCE 200000
TERoams 3262
WITHDRAWALS &2072
SERVICE CHARGES/FEES &0
ENDING BALNCE TMET
MTH BAL ON 1100 2437
CHECKING ACTIVITY |
DEROETS
PasTED AMOUNT DESCHBTION
0 13086 nEROST
Tes5a nEPsT
WITHDRAWALS
= T AMouNT
06 16 4227
o7 14 S
=] 16 7143
aTED AMOUNT DESCHITION -
e 4000 ATU WITHDRAWAL
1 2000 ATU WITHDRAWAL
CHECHING SERVICES CHARGE AND FEE SUMMARY |
AMOUNT | pEsmmON |
&0 TIOHTALY SERVICE CHARGE

A User defined matching rules
A Many to many relations
A Simplified



= Supplier invoice matching

Enhanced functionality
1. When asking for a credit

We store expected values and hold the invoice for payment
’BB | >

2. When credit arrives
We can automate the matching and release the invoice
and credit for payment



% \oucher from external source
HS5 - script
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